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Part 1: Threats, Attacks and Vulnerabilities 
Chapter 1: Malware and Indicators of Compromise 
Chapter 2: Attacks 
Chapter 3: Threat Actors 
Chapter 4: Vulnerability Scanning and Penetration Testing 
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Part 2: Technologies and Tools 
Chapter 6: Network Components 
Chapter 7: Security Tools and Technologies 
Chapter 8: Troubleshoot Common Security Issues 
Chapter 9: Deploy Mobile Devices Securely 
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